Asymmetric Fingerprinting based on 1-out-of-n Oblivious Transfer(
Qing Wu and Fengyu Zhu (请注意作者的写法-反着写)
Abstract In asymmetric fingerprinting, the merchant can trace the traitors from a pirated copy by means of the embedded unique fingerprint, while the customer is immune of being framed due to the asymmetric property. First, multicast that is an efficient transport technology for one-to-many communication is exploited, which can reduce the bandwidth usage significantly. Second, symmetric encryption instead of public-key encryption is performed on the multimedia content, which can reduce the complexity and communication cost.
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1  Introduction
With the advancement in networking and multimedia technologies enables the distribution and sharing of multimedia content widely. In the meantime, piracy becomes increasingly rampant as the customers can easily duplicate and redistribute the received multimedia content to a large audience.  critical [1]. Although encryption can provide multimedia content once a piece of digital content is decrypted, the dishonest customer can redistribute it arbitrarily[2, 3].  段落首行缩进0.36厘米, 
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Figure 1: The original image (9号字体)
With the advancement in networking and multimedia technologies enables the distribution and sharing of multimedia content widely. In the meantime, piracy becomes increasingly rampant as the customers can easily duplicate and redistribute the received multimedia content to a large audience. Insuring the copyrighted multimedia content is appropriately used has become increasingly critical. 
Although encryption can provide multimedia content with the desired security during transmission, once a piece of digital content is decrypted, the dishonest customer can redistribute it arbitrarily[2, 3]. 
2  Format of Manuscript
With the advancement in networking and multimedia technologies enables the distribution and sharing of multimedia content widely. 公对编号右对齐（公式本身放置在中间）
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In the meantime, piracy becomes increasingly rampant as the customers can easily duplicate and redistribute the received multimedia content to a large audience. [1]. 
2.1 Format of Manuscript(二级标题只有首字母大写)
Although encryption can provide multimedia content with the desired security during transmission, once a piece of digital content is decrypted, the dishonest customer can redistribute it arbitrarily[2, 3]. 
表格为常用的三线表
2.1.1 format of manuscript(10号字体加粗)
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3 Conclusion
With the advancement in networking and multimedia technologies enables the distribution and sharing of multimedia content widely. Insuring the copyrighted multimedia content is appropriately used has become increasingly critical. Once a piece of digital content is decrypted, the dishonest customer can redistribute it arbitrarily. 
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